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Equality of 
Opportunity

safefood is committed to Equality of Opportunity in its employment practices and aims to ensure that no actual or potential job applicant or Staff Member is discriminated against, either directly or indirectly, on 
the grounds of gender, marital / civil status, disability, race, religion, community background or political persuasion, age,  family status and dependants, sexual orientation, members of the Traveller Community or Trade Union membership. 

Each person shall have equal opportunity for employment, training and advancement in safefood on the basis of ability, qualifications and performance. This maximises the effective use of human resources in the best interests of both the organisation and the individual. 

To facilitate Equality of Opportunity we offer a range of family friendly policies which reduce barriers to combining work and family commitments.


safefood IS AN EQUAL OPPORTUNITIES EMPLOYER
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More Information
About safefood
[bookmark: _Toc353357493][bookmark: _Toc467588212]

One of the major developments of the Northern Ireland peace process was the Good Friday or Belfast Agreement which was signed by both Britain and Ireland on 10 August 1998.  Part of this agreement was the establishment of an all-island policy development body, the North-South Ministerial Council (NSMC).  The NSMC is responsible for co-ordinating and managing a number of all-island policy areas, six of which are delegated to corresponding North-South Implementation Bodies.  These bodies are:

The Languages Body (Foras na Gaeilge and Ulster Scots)
Special European Programmes Body
Waterways Ireland
Intertrade Ireland
The Loughs Agency
The Food Safety Promotion Board (safefood)

Another body, Tourism Ireland, whilst not an Implementation Body, was later also established for the whole of the island.

These bodies were set up under the North South Co-operation (Implementation Bodies) (NI) Order 1999 and the British-Irish Agreement Act 1999.  The Food Safety Promotion Board (An Bord um Chur Chun Cinn Sabháilteachta Bia) was formally established on 2 December 1999.  safefood was adopted as our brand name.

[bookmark: _Toc353357492][bookmark: _Toc467588211]Our role

[image: ]Our role is determined by the above legislation which can be found on our website. To summarise, our key functions are to promote food safety and healthy eating on the island of Ireland.  We achieve this through the commissioning and funding of research, the co-ordination and development of scientific co-operation through networks and promoting consumer knowledge, education and awareness through the media.   

safefood receives funding as approved by the North/South Ministerial Council (NSMC) and by the Northern Ireland Assembly and Dáil Eireann.  safefood is accountable to the Northern Ireland Assembly and the Houses of the Oireachtas.  Departmental responsibility for safefood rests with the Department of Health in Northern Ireland and the Department of Health in the Republic of Ireland.
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Our functions are carried out by the Chief Executive Officer under the policy of the NSMC.  There is a twelve member Advisory Board and a twelve member Advisory Committee to advise the Chief Executive in the discharge of safefood’s functions.

safefood’s mission, vision and values

Our name and brand defines us and we want to ensure that we communicate in such a manner that people perceive safefood as trustworthy, friendly and knowledgeable.  
[image: ]


Our vision is:
People on the island of Ireland are supported and empowered to consume healthy and safe food.
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Our mission statement is:


To improve public health and well-being, by promoting food safety
and healthy eating on the island of Ireland
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In order to fulfil our strategy, we recognise that there must be strong values that embody the vision and mission statements of the organisation. These values are fundamental and underpin the overall culture at the core of the organisation.  

In achieving our vision and mission and delivering our strategy, we aim to demonstrate the following core values and behaviours:
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· [image: A black and purple background

Description automatically generated]Respect – We value everyone within and outside the organisation for their time, views and contribution in achieving safefood’s strategy.
· Integrity – We are passionate about working for public good. We do the right things, with an evidence-based approach underpinning our strategy and implementation. 
· Impact – We do the right things, and we do things right. We are passionate about delivering our work to the highest standards and we use best practice and place emphasis on measuring our performance. 
· Partnership – We are a diverse group of professionals who achieve more by working together and working with others across the island of Ireland who share common goals. 
· Person-centred – We care about our audiences and hold them in unconditional, positive regard. We place the understanding of our audience at the centre of our work and aim to support and empower them.

Location

Our headquarters are in Cork with an office in Dublin.
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Selection of 
successful candidate


The selection process will cover the following stages:

· Stage One		CV, covering letter and Personal Details Form
· Stage Two		Skills Evaluation Testing / Psychometric Assessment 
(if required)
· Stage Three		Competency based Interview 


Applicants will be judged solely on the following information:

· Information on the CV and covering letter
· Test scores (where applicable)
· Information provided at Interview

[image: ]

Timescale


All candidates will receive a letter or an e-mail acknowledging receipt of their application within two weeks of the closing date. safefood will endeavour to hold all interviews within two months of the closing date.

Applicants will be notified of the outcome of the interview within two weeks.  The selection panel will score all applicants and the person achieving the highest score will be offered a position.  (At its discretion, safefood may form a panel of successful applicants, who may be offered a position should a future vacancy arise).
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Criteria base 
selection

Background 

Criteria based selection was introduced into safefood as a means of selecting the best candidates on the basis of their ability to do the job. This method of selection requires individuals to give evidence, in their CV and Cover Letter, and at a structured interview, to demonstrate their ability or competence to do the job. 

Purpose of the CV and Cover Letter 

[image: A purple and black background

Description automatically generated]The purpose of the CV and Cover Letter is for you to demonstrate your ability to meet the specific core selection criteria that are necessary for effective work at the required level. These provides a source of information and evidence about you for panel members who may ask you for clarification or provide further details on some of the points you have covered in order to obtain a deeper understanding of your experience and abilities. 

What is Criteria Based Interviewing? 

Criteria based interviewing tests candidates against a set of selection criteria which have been drawn up and agreed as being appropriate to a specific post/grade. The selection criteria detail what an individual will need to possess to be effective in the job. Most interview questions will be about your experience, but if you have limited experience in a certain area, the Interview Panel may ask you to describe how you would do something, to give you an opportunity to demonstrate your ability. You may also use examples of experience gained from your outside interests.


All applications for employment are considered strictly on the basis of merit.
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Shortlisting
for interview
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Description automatically generated]The information given in the covering letter and CV will be measured against the Job Description and Person Specification and only those candidates who can meet all of the Essential Criteria will be considered for interview.  In the event of a large number of candidates meeting all of the Essential Criteria, a shortlisting process may be initiated by applying the Desirable Criteria (where stated) progressively in the order they appear on the person specification.

Candidates who meet the Desirable Criteria to a lesser extent should not be deterred from applying as long as they can meet the Essential Criteria.

In the event of very large numbers of applicants for any post advertised, safefood reserves the right to use skills evaluation testing / psychometric assessment. Candidates will be notified should this happen.


Competency-based 
questions for interview

Competency-based interviews are based on the premise that past behaviour is the best predictor of future behaviour. The interview will seek to obtain information about the applicant with questions that relate directly to the essential criteria and competencies outlined in the job description and person specification.  

Questions will focus on past situations and the applicant’s behaviour in those situations.  safefood will be looking for specific examples describing exactly what the applicant did in certain situations, not what the team’s role was as a whole or what the applicant would do in a hypothetical situation. The applicant can choose to use relevant examples for their current job, a previous job or a situation outside of work.  In order to answer the questions fully you should use the S.T.A.R method. This means you should think about your example in terms of the Situation, your Task, the Action you took and the Result. 
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Data Protection

The General Data Protection Regulation (GDPR) and the Data Protection Act 2018 governs how we process your personal data and gives you (data subject) a range of rights.  You can access our data protection statement in this link:

Data protection statement | safefood

To consider the candidate's suitability for recruitment, personal data will be processed. This includes but is not limited to the job application form, references, interview notes, and psychometric tests.
 
[image: A black and purple background

Description automatically generated]Under the Employment Equality Acts 1998 to 2015, safefood is required to retain your data for 12 months. This is required to ensure that the recruitment process is transparent and that no applicants are discriminated against.

Such information held is subject to the rights and obligations set out in the Data Protection Acts, 1988 to 2018.  To make an access request under the Data Protection Acts, please submit a request in writing to: 

The Data Protection Officer
[bookmark: _Hlk146062217]safefood
7 EastGate Avenue
EastGate
Little Island
Co Cork
T45 RX01
DPO@safefood.net


For more information on how we retain and use your personal data, please review our Privacy Notice which can be accessed here:
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Safefood Employee  Privacy Notice


Safefood Employee Privacy Notice
[bookmark: _Hlk17303553]SAFEFOOD– SUMMARY EMPLOYEE PRIVACY NOTICE

Effective Date: 2 October 2023

Here is a brief overview of our Employee Privacy Notice.

This Employee Privacy Notice applies to You and the Personal Data We process about You.  You are encouraged to read the full Employee Privacy Notice and the attached appendices.

Under the General Data Protection Regulation (“GDPR”) We are required to provide our employees (the “Employee” or “You”) with information about how Personal Data is processed by Us and this is done through this notice (the “Privacy Notice”).





“Personal Data” means any information relating to an identified or identifiable natural person (‘data subject’); an identifiable natural person is one who can be identified, directly or indirectly, in particular by reference to an identifier such as a name, an identification number, location data, an online identifier or to one or more factors specific to the physical, physiological, genetic, mental, economic, cultural or social identity of that natural person.



Special Category Data (sensitive personal information) also relates to an identifiable living person, but specifically addresses:



· Race or ethnicity

· Political opinions

· Religious or similar beliefs or other beliefs

· Physical or mental health

· Sexual orientation

· Trade Union Membership

· Biometrics (where used ID purposes)





This Privacy Notice takes precedence over any provisions in the Employee’s contract of employment relating the processing of the Employee’s Personal Data. 

The Personal Data that we process will be used in accordance with the Data Record attached to this Privacy Notice as Appendix 2. We will process Personal Data to enable us to run the organisation and manage our relationship with each Employee effectively, lawfully and appropriately:

· during the recruitment process;

· whilst the Employee is employed by us; and 

· after you have left employment. 

This Privacy Notice includes the following assurances:

· We only collect the Personal Data that we need to manage the organisation and for the employment relationship

· We only retain Personal Data for as long as we need it or must keep it – then it is deleted

· While we have it, your Personal Data is kept safe and secure

· We will only share your Personal Data if strictly necessary as outlined herein 

You have the right to lodge a complaint with the Data Protection Commission in Ireland if you consider that the processing of Personal Data infringes the GDPR.



The contact details for the Data Protection Commission (DPC) in Ireland are:



Webform: 	https://forms.dataprotection.ie/contact 



Address:  	21 Fitzwilliam Square South, Dublin 2, D02 RD28, Ireland



Tel Lo-Call: 	+353 578 684 800

		+353 761 104 800



You will be notified of any material changes to this Privacy Notice.




SAFEFOOD – EMPLOYEE PRIVACY NOTICE

ABOUT US

		References to “We”, “Us” and “safefood” shall apply to your employer.  



Address:

7 Eastgate Avenue,        

Eastgate, 

Little Island, 

Co. Cork, T45 RX01



Address: 

Block A

Abbey Court 

Lower Abbey Street

Dublin 

D01 XK84  



Website: www.safefood.net 

Email:  dpo@safefood.net

		

		Name

Safefood 

		







As your employer, we need to process certain Personal Data about each Employee for employment and management purposes, to comply with our legal obligations and, where necessary, to protect our legitimate interests. 

The Purpose of this Privacy Notice

This Privacy Notice describes our approach to data privacy and sets out the basis on which any Personal Data we collect from you, or that you provide to us, will be used by us where we are controllers of that Personal Data for the purposes of the GDPR.  

Your privacy is important to us and we are committed to protecting and safeguarding your rights.

WHO THIS EMPLOYEE PRIVACY NOTICE APPLIES TO

This Privacy Notice applies to all employees of safefood.  

safefood has a separate Privacy Statement on the safefood website that covers non-employees.  This includes customers, suppliers, partners, prospective employees, members of the public etc.

CATEGORIES OF PERSONAL DATA

We will always seek to minimise the Personal Data that we use in the organisation.  The employment relationship requires many different categories of Personal Data to be processed by safefood.  We have provided further detail about the categories of Personal Data that we process and the types of Personal Data included in those categories in the table in Appendix 1.

Sources of Personal data

Personal Data is normally obtained directly from the Employee. In certain circumstances, it will, however, be necessary to obtain Personal Data from other parties, e.g. your colleagues, manager, insurers and pension providers, references from previous employers, the Revenue Commissioners etc. 

HOW WE USE PERSONAL DATA

The Personal Data that we process will be used for management and administrative purposes. We keep it and use it to enable us to run the organisation and manage our employment relationship with Employees effectively, lawfully and appropriately and protect employees’ rights and interests. This includes using Personal Data to enable us to manage the employment contract, comply with legal obligations, pursue our legitimate interests, address HR performance management, address disciplinary situations that might arise and, to protect our legal position in the event of legal proceedings.

If you do not provide Personal Data, we may be unable, in some circumstances, to comply with our obligations and we will inform you of the implications of that decision where possible.  

We have included further details on the following uses of Personal Data in the Data Record at Appendix 2:

· the potential impacts of not providing Personal Data to us;

· the purposes for which we use the Personal Data; and

· the legal basis we rely on for processing the Personal Data.



Where there is a need to process Personal Data for a purpose other than those set out in this Privacy Notice We will inform you of this.

	

DISCLOSURE OF PERSONAL DATA

We will need to share your Personal Data outside of the organisation in certain circumstances and we are required to inform You about situations where external transfers may arise.  We will always ensure that any transfer of Personal Data to a third party, outside the organisation, is undertaken in compliance with the law and ensures that appropriate technical and organisational measures are undertaken as part of any transfer.

In certain circumstances, we may disclose Personal Data to certain third parties where we are legally obliged to do so or where our employment contract requires or permits us to do so or where required for the purposes set out in this Privacy Notice. For example, we pass on certain Personal Data to external pension and health insurance providers.   

Further information on transfers of Personal Data to external third parties is set out in Appendix 2 to this Privacy Notice.

RETENTION OF PERSONAL DATA

Any Personal Data processed about Employees is retained only for as long as it is required and otherwise in accordance with applicable law. For further information regarding retention periods, please refer to our Retention Policy.	

YOUR RIGHTS

Employees have various rights relating to Personal Data and how it is used by safefood although the Employee’s ability to exercise these rights may be subject to certain conditions:

· the right to receive a copy of and/or access the Personal Data that We hold about the Employee, together with other information about our processing of that Personal Data;

· the right to request that any inaccurate Personal Data that is held about the Employee is corrected, or if we have incomplete Personal Data, the Employee may request that we update the Personal Data such that it is complete;

· the right, in certain circumstances, to request that we erase your Personal Data;

· the right, in certain circumstances, to request that we no longer process your Personal Data for particular purposes, or object to our use of your Personal Data or the way in which we process it;

· the right, in certain circumstances, to transfer your Personal Data to another organisation;

· the right to object to automated decision making and/or profiling; and

· the right to complain to the Data Protection Commission.

Please note that we cannot delete your Personal Data where:

· We are required to have it by law;

· it is used for freedom of expression;

· it is used for public health purposes;

· it is used for historical research or statistical purposes where deleting the Personal Data would make it difficult or impossible to achieve the objectives of the processing; and/or

· it is necessary for legal claims.

We cannot give you access to a copy of your Personal Data if this would adversely affect the rights and freedoms of other(s). 	

SECURITY MEASURES

We will take all steps reasonably necessary to ensure that all Personal Data is treated securely in accordance with this Privacy Notice and the relevant law.  We monitor for and do everything we can to prevent security breaches of the Personal Data that we process.

In particular, We have put in place appropriate physical, electronic, and managerial procedures to safeguard and secure the Personal Data that We manage and collect.

To protect the privacy and security of Personal Data, we will also take reasonable steps to verify your identity before granting You access to your Personal Data as appropriate. 

Once we have received your Personal Data, we will use strict procedures and security features to try to prevent unauthorised access.

If you think that there has been any loss or unauthorised access to your Personal Data or that of any individual, please let Us know immediately. 

TRANSFERS OF PERSONAL DATA

We may need  to transfer Personal Data outside of the European Economic Area (EEA), however We will always ensure that this is done in compliance with the relevant laws.

We will only use and share Personal Data outside of the EEA if necessary.   We will ensure that any transfer of Personal Data outside of the EEA is undertaken using legally compliant transfer mechanisms and in accordance with the GDPR. 

AMENDMENTS TO THIS NOTICE

We may change this Privacy Notice from time to time.  

We will inform Employees of any material changes by sending a communication. We will always provide Employees with such additional notice well in advance of the changes taking effect where We consider the changes to be material.

HOW TO CONTACT US

Please contact Us if You have any questions about this Privacy Notice or Personal Data that We process about You.	

You can contact Us by email at: dpo@safefood.net

You can write to Us at:
Data Protection Officer,
7 Eastgate Avenue, 

Eastgate, 

Little Island, 

Co. Cork, T45 RX01

THE DATA PROTECTION COMMISION

The Data Protection Commission in Ireland may be contacted at info@dataprotection.ie if You have any concerns or questions about the processing of Your Personal Data.

CONTACT DETAILS

Webform: 	https://forms.dataprotection.ie/contact 



Address:  	21 Fitzwilliam Square South, Dublin 2, D02 RD28, Ireland



Tel Lo-Call: 	+353 578 684 800

		+353 761 104 800
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Appendix 1 – PERSONAL DATA CATEGORIES 



		Personal Data Category

		Description of Personal Data types



		Identification Data



		This includes name, date of birth, photograph, employee identification number, driver’s license, passport information and identification card





		Contact Data



		This includes email address, phone number, postal address, other contact details for correspondence (e.g. Skype Id, Linkedin profile)





		Communications Data

		We will record details of certain communications.  For example, we may process details of phone calls, email correspondence and hardcopy correspondence, notes of meeting and communications with You or about You



		Recruitment Data



		This includes recruitment related Personal Data such as Identification Data, Contact Data, CV data, and job application data as part of the recruitment process.

When processing CV data, we may process certain Personal Data including the following: date of birth, employment history, skills/ experience, languages, educational history, qualifications, membership of professional associations, contact details of employer references/character references, licenses held, interests and hobbies, languages, locations, nationality, passport, eligibility to work in certain jurisdictions, salary expectations.

As part of processing Recruitment Data, we process interview/screening answers and notes.





		Referee Data

		We will collect Personal Data relating to the referee’s provided by You, including their name, Contact Data and their opinions about You



		Next of Kin Data

		We will collect Personal Data relating to the Next of Kin provided by You, including their name and Contact Data



		Employee Onboard Data



		Personal Data relevant to onboarding which may include: (Contact Data, Identification Data, Communications Data, Recruitment Data, Financial Data, Referee Data, Health Data, Next of Kin Data, Special Category Data, Employee Role Data)





		Finance & Tax Data



		This may include Contact Data, payroll, payment related information or bank account details and financial data and PPSN, payslip, salary details benefits information and other tax details including the tax bands of the employee





		Employee Role Data

		This includes salary, working hours, job description, bonus, commission, probation, length of service, contract of employment



		Leave Data

		This includes, annual leave, maternity , paternity, adoptive leave, sick leave, emergency leave, leave of absence, force majeure



		Performance Data

		This includes, performance, disciplinary, promotions, bonus, Performance Improvement Plans



		HR File Data

		This includes Personal Data on the HR File of the Employee including, Contact Data, Identification Data, Next of Kin Data, Special Category Data, Finance & Tax Data, Recruitment Data, Leave Data, Employee Role Data, Communications Data, Performance Data, Policy Data



		Expenses Data

		This is Personal Data relevant to the management and payment of expenses to the Employee and includes certain Finance & Tax Data and details of the expenses claimed by the Employee



		Health Data

		Health reports – Contact & Identification Data, health issues, reason for referral, specific advice requested certs, return to work forms, maternity/ paternity forms, sick notes, health and safety records



		Insurance Data

		This includes the Personal Data required to manage the insurance policies made available to the Employee including pension, travel, health insurance (incl. dependents, policy details, name, D.O.B), Contact Data



		Policy Compliance Data

		This includes the Personal Data required to manage the policies of the organisation including, Contact Data, Performance Data, Employee Role Data, Communications Data, details of issue including, grievance, bullying/harassment, etc, investigation meetings, notes, witness statements



		Social and Marketing Data

		This includes Personal Data relating to the social and organisation-related activities and includes, Contact Data, Travel Data, limited Health Data, Linkedin data, photographs, limited Employee Role Data, birthdays 



		Travel Data

		This includes Identification Data, Contact Data, travel dates, times, locations and other travel related information



		Training Data

		This includes Contact Data, training reports, training history, assessment results and details of education and academic record



		Internet and Product Use Data

		This includes Personal Data collected relating to internet usage and products and applications used by the Employee.  It includes log data and the information and content accessed or included in these systems that constitute the Personal Data of the Employee



		Special Category Data



		We may also process Personal Data that is of a special category per the GDPR definition: this can include diversity data such as gender, religion, racial or ethnic origin, sexual orientation, trade union membership or Health Data





		Exit Data

		Contact Data, Exit interviews (name, team) – notes. Resignation letters, reference letters, Communications Data










Section 2 – Data Record

		Category of Personal Data 



		Purpose of processing

		Legal Basis

		External/3rd Party Recipients



		Employee Onboarding Data



		To offer the Employee employment 

		The Personal Data is necessary for the purposes of entering into a contract with the employee and for our legitimate interests in managing an effective recruitment process in circumstances where such interests are not overridden by the rights and freedoms of employees.



If the Employee does not provide the relevant Personal Data, safefood may be unable to consider the application for employment.



		HR and other consultants, as required, providing services to safefood (e.g. HR and Legal in the event of Legal proceedings).



IT hosting and service providers.



		Employee Onboarding Data



		To onboard the employee when they first start 

		For the purposes of the employment contract and for the legitimate interests of safefood to ensure that the employee understands the policies and procedures of safefood in circumstances where such interests are not overridden by the rights and freedoms of employees.

		HR and other consultants, as required providing services to safefood (e.g. HR and Legal in the event of Legal proceedings).  



Revenue Commissioner,

Regulatory, legislative, and judicial bodies as required.



As required: Department of Social Protection, the WRC (Workplace Relations Commission).  

Trade Union.



IT hosting and service providers



		HR File Data

		These details are collected for the purposes of managing the relationship with the Employee, for the purpose of the contract with the Employee and to ensure adherence to employment and revenue laws.

		The processing is necessary to comply with Employment laws and revenue requirements.   We are also required to process this Personal Data as part of the contract of employment.



Emergency contact details are collected to protect employees’ vital interests in the event of an accident or an emergency.



The Personal Data may also be used in the defence of legal claims.

		HR and other consultants, as required, providing services to safefood (e.g. HR and Legal in the event of Legal proceedings).  



Revenue Commissioner.

Regulatory & Legislative Reporting, as required.



As required: Department of Social Protection, the WRC (Workplace Relations Commission).  

Trade Union.



IT hosting and service providers





		Finance & Tax Data



		To pay Employees and to ensure compliance with revenue requirements

		The processing is necessary to comply with Employment laws and revenue requirements. We are also required to process this Personal Data as part of the contract of employment to ensure that the Employee is paid.



Where the Employee does not provide the requested Personal Data, it will not be possible to pay the Employee



		HR and other consultants, as required providing services to safefood (e.g. HR, and Legal in the event of Legal proceedings, auditors, financial pension and health insurance providers).  



Revenue Commissioners.



As required: Department of Social Protection, the WRC (Workplace Relations Commission).  

Trade Union.



IT hosting and service providers



		Expenses Data

		To pay the Employee expenses that are due

		To comply with the contract of employment.  To ensure compliance with the expenses policy



Where the Employee does not provide the requested Personal Data, it will not be possible to pay the Employee expenses



		HR and other consultants, as required providing services to safefood (e.g. HR, and Legal in the event of Legal proceedings, auditors)



The WRC (Workplace Relations Commission).  

Trade Union.



IT hosting and service providers



		Health Data



		To ensure that safefood can assess the working environment of each Employee and/or assess the Employee’s fitness for work









		To assess, subject to appropriate  safeguards, the working capacity of the employee and to carry out obligations and exercise rights under employment law.



To comply with the contract of employment

		HR and other consultants, as required, providing services to safefood (e.g. HR, and Legal in the event of Legal proceedings, occupational health specialist, insurers).  



Revenue Commissioners.



As required: Department of Social Protection, the WRC (Workplace Relations Commission).  

Trade Union.



IT hosting and service providers



		Insurance Data



		Management of the  insurance policies maintained through safefood including holiday, pension, motor and health insurance policies. Payroll and employee management

		For safefood legitimate interests in managing the organisation in circumstances where such interests are not overridden by the rights and freedoms of employees.



To comply with the contract of employment





		The Personal Data may be shared with organisations who provide services to safefood such as HR consultants, legal advisors, pension administrators & advisors, pension trustees, insurance company providing services to safefood.



Revenue Commissioners.



As required: Department of Social Protection, the WRC (Workplace Relations Commission).  

Trade Union.





		Performance Data



		To manage performance in accordance with safefood policies 

		For the performance of the contract of employment and in the legitimate interest of safefood to manage Employee performance in circumstances where such interests are not overridden by the rights and freedoms of employees

		HR and other consultants, as required providing services to safefood  (e.g. HR, Legal in the event of Legal Proceedings).  



Revenue Commissioners.



As required: Department of Social Protection, the WRC (Workplace Relations Commission).  

Trade Union.





		Policy Compliance Data



		To ensure employee complaints are properly and fairly reviewed and investigated and to comply with safefood policies and procedures

		To comply with the requirements of the contract of employment to apply fair investigations and comply with obligations. 



To comply with legal obligations



In the legitimate interests of safefood to fully investigate complaints and apply disciplinary procedures in circumstances where such interests are not overridden by the rights and freedoms of employees. 

		HR and other consultants, as required providing services to safefood (e.g. HR, and Legal in the event of legal proceedings).  



As required: Department of Social Protection, the WRC (Workplace Relations Commission).  

Trade Union.





IT hosting and service providers



		Internet and Product Use Data



		For security, administration and compliance purposes and to ensure Employees use the internet and products in accordance with safefood policies and supplier requirements

		For the legitimate interests of safefood to manage employee performance and measure use and ensure the security of product and internet systems in circumstances where such interests are not overridden by the rights and freedoms of employees.

		The Personal Data may be shared with organisations who provide products and services to safefood such as HR advisors, legal advisors, IT security advisors, IT system  and product providers.



IT hosting and service providers



Internal/external monitoring & investigation team(s).



		Social & Marketing Data



		To manage corporate communications, marketing and for corporate social events

		For the legitimate interests of safefood to manage corporate communications and sales and marketing activities and social events in circumstances where such interests are not overridden by the rights and freedoms of employees.

		The Personal Data may be shared with organisations who provide services to safefood such as event organisers, photographers, marketing companies, hotels, restaurants and activity companies.







		Travel Data

		To manage Employee related travel and social events 

		For the legitimate interests of safefood to manage Employee travel activities in circumstances where such interests are not overridden by the rights and freedoms of employees.



To comply with the contract of employment

		HR and other consultants providing services to safefood including travel advisors and event organisers



IT hosting and service providers



		Training Data

		To manage performance in accordance with our policies and procedures



To ensure compliance with policies and procedures and ensure suitable training is provided

		For the performance of the contract of employment and in the legitimate interest of safefood to manage Employee performance and ensure suitable training is provided in circumstances where such interests are not overridden by the rights and freedoms of employees



To comply with the contract of employment



		HR and other consultants providing services to safefood including, training companies.



IT hosting and service providers



		Exit Data

		Organisation reporting and process improvement and effectively manage the termination of the employment relationship

		For safefood legitimate interests to properly manage the termination of the employment relationship in line with safefood policies and procedures in circumstances where such interests are not overridden by the rights and freedoms of employees.



		HR and other consultants, as required (e.g. HR, Legal in the event of Legal proceedings) providing services to safefood.  



Revenue Commissions.



As required: Department of Social Protection, the WRC (Workplace Relations Commission).  

Trade Union.



IT hosting and service providers







	







		[ONLY INCLUDE IF EMPLOYEES ARE SIGNING HARDCOPY VERSION] I have read and I understand that my Personal Data will be processed in accordance with this privacy notice



		Signed By: 

		



		Dated:       
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